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Discussion Points 
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CMMC Title 48  
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▪ Title 48 Proposed Rule implements the CMMC program as DoD contract requirements

▪ Gives direction to DoD contracting officers and program managers

▪ Addresses several comments/questions from the CMMC 1.0 Interim Final Rule (2020)

▪ Public Comment Period will be open through 15 October 2024

▪ Of Note:

‒ CMMC conformance will be placed on contract award—not on proposal or performance

‒ Primes will not have access to CMMC eMASS to verify subcontractor certification

‒ DIB companies outside the U.S. will be held to the same standards as U.S. contractors

The CMMC Title 48 Proposed Rule (the “DFARS Rule”) was 

published in the Federal Register on 15 August



CMMC Title 32  
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▪ Title 32 Final Rule establishes CMMC as an official DoD program

▪ Final Rule likely undergoing final QA review, formatting, and DoD sign-out approval

▪ Upon sign-out, Final Rule goes to NARA for eventual publication in the Federal Register

▪ Published Final Rule will have an effective-in-force date:  CMMC will begin on that date

▪ Of Note: What about the required Congressional review?

The CMMC Title 32 Final Rule (the “CMMC Program Rule”) 

was cleared by OMB/OIRA on 15 September



Anticipating the CMMC Timeline
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Dates We Do Not Yet Know
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FedRAMP Moderate Equivalency 
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All Ecosystem Members should be familiar with the 21 December 2023 

DoD memorandum on FedRAMP equivalency for cloud service offerings

https://dodcio.defense.gov/Portals/0/Documents/Library/FEDRAMP-EquivalencyCloudServiceProviders.pdf

https://dodcio.defense.gov/Portals/0/Documents/Library/FEDRAMP-EquivalencyCloudServiceProviders.pdf


FedRAMP Moderate Equivalency and CMMC 

▪ Cloud Service Providers must:

‒ Achieve 100 percent compliance with the FedRAMP 

moderate security control baseline through an assessment 

conducted by a FedRAMP 3PAO

‒ Present supporting documentation of equivalency—the “body 

of evidence”—to the OSC

▪  OSCs must:

‒ Validate the body of evidence from the CSP

‒ Possess a client responsibility matrix (CRM) from the CSP

‒ Ensure the CSP has an incident response plan

‒ Approve the use of the CSO within its CMMC-scoped environment
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An assessment review of a CSO’s Body of Evidence to confirm 

FedRAMP Moderate Equivalency is a point-in-time determination
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CMMC Certified Professional (CCP)

✓ NEW Obtain Tier 3 Background Investigation Eligibility Determination

CMMC Certified Assessor (CCA)

✓ NEW Obtain Tier 3 Background Investigation Eligibility Determination or Equivalent

✓ NEW Have at least three (3) years of cybersecurity experience

✓ NEW Have at least one (1) year of assessment or audit experience

✓ NEW Possess at least one baseline certification aligned to the Intermediate, or above,  

Proficiency Level for Career Pathway Certified Assessor Job ID 612 from Directive 

8140.03

     Find the Matrix here: https://public.cyber.mil/dcwf-work-role/security-control-assessor/

Individuals currently certified under the CCP and CCA programs must 

complete all certification requirements prior to CMMC entering into force

CCA Requirements 

https://public.cyber.mil/dcwf-work-role/security-control-assessor/


Program Update 

11

1. Six Months or Three Months?...Where Are We with CMMC Rulemaking?

2. What the Start of CMMC Means for Defense Contractors

3. Decision for the DIB: CMMC Train or the Platform of Denial?

4. Managed Service Providers (MSPs/MSSPs) and CMMC Level 2 Certification

5. Cloud Service Providers and FedRAMP Moderate Equivalency

6. Building Ecosystem Capacity

7. What We Are Working On



What We are Working On
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The Cyber AB is decisively engaged in preparing for CMMC operations

▪ CMMC Assessment Process (CAP v2.0)

▪ Code of Professional Conduct (CoPC)

▪ Reauthorization of C3PAOs

▪ CMMC eMASS Access and Protocols

▪ C3PAO Accreditation Scheme

▪ Updates to CMMC Marketplace and Cyber AB Web Platform

▪ CMMC Level 2 Certificate Design



CEIC EAST 2024 

CMMC Ecosystem Summit + CMMC Implementation Conference

21-22 November 2024

The Gaylord National Resort, National Harbor MD

“CMMC: CEIC and You Shall Find”

https://ceiceast.com 13
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